
ARE YOUR STAFF
TRAINED IN
CYBER SECURITY? 



 
 
 
Among those that have identified breaches or 
attacks, around a quarter experience them at least 
once a week1.

In most cases, data breaches are the result of staff 
accidentally clicking onto or downloading malicious 
programs. An unaware employee could cost your 
company time, data, money and more! 

In recent times, working from home and staff using 
their personal devices have made businesses easier 
targets for cyber criminals. For example, an employee 
using an unsecured network could result in a serious 
data breach.

CYBER ATTACKS ARE A GROWING 
THREAT TO YOUR BUSINESS.

1 The Cyber Security Breaches Survey 2021 - Gov.uk

49% of UK businesses have 
reported cyber attacks  
in the last 12 months.



Anti-virus software can only protect your business to a certain point. They don’t protect you from attacks 
as a result of human error, or actions that can expose your company to cyber attacks. For example: 

CYBER ATTACKS CAUSED 
BY HUMAN ERROR

PHISHING

Phishing is when criminals steal your information
via email. It accounts for 90% of data breaches2.
These seemingly innocent emails encourage your
staff to click on a malicious link. The link will
either request sensitive information from them,
or download a virus to gain access to company data.

SPEAR PHISHING

Spear Phishing targets a particular staff member.
This is particularly scary as the criminals spend
time researching who your staff are, who to
target and who they should pretend to be in the
email so it looks very convincing.

2 usecure Website - usecure.io/en/



Ensure your workforce is security-savvy, with 
usecure’s security awareness training program  
This comprehensive program ensures your staff  
are aware of the different ways cyber criminals  
will try to attack, and how they can best handle 
the situation.

usecure isn’t a one-time tutorial for new staff 
members. 

The platform has other features which monitor  
your company’s security on a regular basis; whether 
it’s by simulating phishing emails or searching  
the web for any leaked email account details.

In short, usecure is a cost effective and user-friendly 
tool that you can use across your business to 
identify security gaps, and then close them.

EDUCATING YOUR STAFF IS KEY



usecure has a variety of features to ensure security for your business and peace of mind:

UPHISH  |  AUTOMATED 
PHISHING SIMULATION 
SOFTWARE

Simulate phishing emails to test how susceptible 
your staff are. Monitor their reactions over time.

ULEARN  |  AUTOMATED  
SECURITY AWARENESS  
TRAINING

Staff training that is tailored to the individual. 
Features interactive quizzes and bite-sized videos.

UPOLICY  |  SIMPLIFIED 
POLICY MANAGEMENT

Keep your staff up to date with your company
security policies, and check they’ve signed them.

UBREACH  |  EMAIL  
EXPOSURE CHECKER

uBreach searches online and reports back to you 
with any exposed company email account details.



WANT TO KNOW MORE? 
CONTACT US TODAY ON …

Tel: 02073928886
Web: www.dqgroup.com
Email: sales@dqgroup.com


